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EXECUTIVE SUMMARY

Election disinformation looms large with the 2023 elections underway and the high-profile 2024 races already 
unfolding. As we enter these new disinformation threat environments, we take a look back at what we learned 
about election disinformation and its continuing evolution from previous election cycles through to today. 

In our 2021 report on election disinformation, As a Matter of Fact, we illustrated how election disinformation 
causes digital and social harms and included recommendations for lawmakers and platforms in the lead-up to 
the 2022 elections. 

The 2022 elections presented a wide array of new challenges—and a new starting point for election disinforma-
tion. Now, a significant portion of the electorate and the people running to represent them believe—and find it 
convenient to say—that our elections are illegitimate. We’re reporting back on the challenges voters faced, our 
efforts to disrupt disinformation in 2022, and what challenges lie ahead for the 2024 elections. 

First, this report details our key findings from the 2022 election cycle and provides definitions for key terms. 
The report is then broken into sections detailing the lead-up and state of play heading into 2024, findings from 
our nonpartisan Election Protection coalition’s successes and lessons learned, and what lies ahead, as well as 
recommendations for legislative proposals to protect voters. 

Section One, “The Lead-Up to 2022,” covers the role of profit in election denial, the outsized influence of social 
media platforms, threats of political violence, and information gaps.

Section Two, “Common Cause Education Fund’s Work in 2022,” covers our work identifying, flagging, and 
removing election disinformation, inoculating voters against disinformation, the role of partnerships in our 
Election Protection work, our work with media, and two case studies demonstrating successful interventions. 

Section Three, “Looking Ahead,” covers the role of election disinformation in candidacies, how tech platforms are 
backing down from enforcing their policies against disinformation, the remaining threat of political violence, how 
election disinformation fuels voter suppression through attacks on the voting process, and legislative solutions.

https://www.commoncause.org/wp-content/uploads/2021/10/CC_AsaMatterofFact_FINAL_10.27.21.pdf
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KEY FINDINGS/POINTS 

The year 2022 was a more challenging environment for voters than 2020, despite growing familiarity with new 
tools and methods of voting in a pandemic. 

• Right-wing partisan influencers, politicians, and activists alike used the popularity of election denial to 
build audiences and profit off of lies about voting and elections. 

• Due to profit incentives and competition, the tech industry further relaxed already-inadequate standards 
for content moderation around election disinformation and showed no interest in changing algorithmic 
design to tackle the issue. 

• The 2022 elections were the first federal election since the January 6th insurrection, and, as such, advo-
cates feared a resurgence of political violence and domestic violent extremism—which continue to be a 
threat today. 

• The potential for vulnerable populations who exist within information voids and news deserts to be targeted 
by disinformation was greater than ever. 

Nevertheless, the nonpartisan Election Protection community scored some key successes as a coalition to protect 
voters from voter suppression. 

• Common Cause Education Fund’s Social Media Monitoring program discovered emerging disinformation 
narratives about elections and voting and pushed real-time intelligence about disinformation to the Elec-
tion Protection community. 

• We worked as a coalition to promote positive, pro-voter inoculation content about the importance of 
election workers, counting every vote, and other hot-button voting and election issues.

• As a coalition, we implemented lessons learned from 2020 to build on messaging and make sure it reached 
more audiences and touched on a wider range of subjects than before, keeping in mind the populations 
specifically targeted by disinformation. 

• We helped educate the media on how to accurately and responsibly report on election disinformation and 
saw noted changes in how information was conveyed to voters.

Despite these successes, we know that the road ahead won’t be easy. The 2024 election cycle will present unique 
challenges in addition to the ones that are now standard in elections. 

• Election disinformation is now essentially obligatory 
for nearly all Republican primary candidates and op-
portunists seeking financial benefit. 

• It will be even more difficult to rely on tech platforms 
acting responsibly and voluntarily enforcing their pol-
icies.

• There is remaining potential for political violence 
to flare up in the wake of potential indictments of a 
presidential candidate and a primary focused on rehashing lies about 2020.

• More legislative norms are being eaten away by lawmakers seeking to cultivate support from a base steeped 
in conspiracy theories—who introduce legislation premised on lies about elections.

It will be even more difficult 
to rely on tech platforms 
acting responsibly and 
voluntarily enforcing their 
policies.
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• Any institution, tool, or practice, even ones with bipartisan support and buy-in, can become a target of 
disinformation. 

• New legislation points a way forward for grappling with both emerging and existing threats to voters. 

ELECTION DENIAL: New research by the Massachusetts Institute of Technology delves into the 
roots of election denialism, and finds that it is largely motivated by racial resentment: “Among 
Republicans, conspiracism has a potent effect on embracing election denialism, followed by 
racial resentment. Among independents, the strongest influences on denialism are Christian 
nationalism and racial resentment. And, although election denialism is rare among Democrats, 
what variation does exist is mostly explained by levels of racial resentment.” 

Election denial is motivated by the belief that others’ votes are lesser and shouldn’t count, and 
that the only way forward is to overturn undesired electoral outcomes. This belief is racist at 
its very core and the forms it takes target members of marginalized populations. The fact that 
regardless of partisan affiliation, election denial is rooted in racial resentment is a reminder that 
any attempt to combat disinformation must acknowledge and uplift those most affected by it. 

DISINFORMATION is false rhetoric used to mislead. In elections, it’s used to dampen turnout 
among some voters, mobilize others based on lies, or call into question the results if an opponent 
wins in an attempt to either overturn the election or profit off of the chaos. Disinformation can 
alter voter participation, potentially causing voters to miss their opportunity to vote if they are 
confused about the voting process (the time, place, and manner of the election) or choose to 
stay home (“self-suppress”) due to worries about intimidation, violence or other consequences. 
Election disinformation also alters public perceptions about elections and their security, thereby 
impacting legislation and democratic norms in the long run. 

https://papers.ssrn.com/sol3/papers.cfm?abstract_id=4318153
https://papers.ssrn.com/sol3/papers.cfm?abstract_id=4318153
https://www.commoncause.org/wp-content/uploads/2021/10/CC_AsaMatterofFact_FINAL_10.27.21.pdf
https://www.cisa.gov/topics/election-security/foreign-influence-operations-and-disinformation
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SECTION ONE: THE LEAD-UP TO 2022

The Role of Profit in Election Denial
Right-wing partisan influencers, politicians, and activists alike used the popularity of election 
denial to build audiences and profit off of lies about voting and elections. 

A small group of mostly right-wing personalities is responsible for “super-spreading” voter fraud myths, spawning 
millions of online interactions around false and misleading stories. For example, in the four-week period from 
mid-October to mid-November of 2020, then-president Donald Trump and the “top 25 superspreaders of voter 
fraud misinformation accounted for 28.6 percent of the interactions people had with that content.” 

This trend holds true with podcasts too. A new analysis from 
the Brookings Institution shows that political podcasts are 
a consistent vector of disinformation. In their review of 79 
different political podcasts, Brookings analysts found that 
“10 prominent podcasters were responsible…for more than 
60% of all the dataset’s unsubstantiated and false claims.” 
Whether it’s COVID-19 vaccine disinformation or election 
disinformation, time and time again, research has shown 
that the bulk of engagement on disinformation is driven by 
a few superspreaders across social media platforms and 
other forms of media.

Many social media influencers who spread disinformation start with election denial and use that to build an au-
dience before moving on to spreading disinformation about other issues, such as COVID-19 denial and climate 
change denial. They are then able to use the audience they have cultivated to promote more and more false 
claims. Meanwhile, a cottage industry of election-denying influencers, activists, and fake analysts has benefited 
from online election disinformation.

There are multiple revenue streams an election denier can tap into with election disinformation. Not only is it 
lucrative to sell ads on channels that promote popular conspiracy theories, but there are endless opportunities to 
fundraise off of an election loss. For example, failed Arizona gubernatorial candidate Kari Lake raised $2.5 million 
after her loss, pledging to fight her defeat in the courts and overturn the results of the election. Trump himself 
fundraised off of election denial, raising over $250 million for recounts, legal fights, and promises to “Stop the 
Steal,” most of which was spent on unrelated expenses. Issue One recently found an entire network of political 
consultants and companies who profited from supporting the campaigns of secretary of state candidates who 
promoted election denial. 

Other vote suppressor groups like “True the Vote” fundraise for both themselves and for sham election reviews—
the cost of which was over $9 million raised by Trump backers and given to contractors, who themselves profited 
from election denial. Some figures continue to tour the country giving talks as “experts,” continually raising funds 
to keep their sideshow going. In what Accountable.US describes as the “election denial industrial complex,” just 
a small group of attorneys, politicians, influencers, and vote suppressors are able to raise vast sums of money for 
their forays into election denial—and the opportunities to grift just keep coming. 

Not only is it lucrative to sell 
ads on channels that promote 
popular conspiracy theories, 
but there are endless 
opportunities to fundraise off 
of an election loss.

https://www.nytimes.com/2020/11/23/technology/election-misinformation-facebook-twitter.html
https://www.nytimes.com/2020/11/23/technology/election-misinformation-facebook-twitter.html
https://www.brookings.edu/essay/audible-reckoning-how-top-political-podcasters-spread-unsubstantiated-and-false-claims/
https://counterhate.com/research/the-disinformation-dozen/
https://www.theguardian.com/us-news/2021/mar/05/election-misinformation-trump-rightwing-super-spreader-study
https://www.theguardian.com/us-news/2021/mar/05/election-misinformation-trump-rightwing-super-spreader-study
https://www.washingtonpost.com/technology/2022/09/20/social-media-influencers-election-fraud/
https://www.azmirror.com/2023/01/24/election-denial-is-lucrative-kari-lake-raised-2-5-million-after-election-day/
https://www.azmirror.com/2023/01/24/election-denial-is-lucrative-kari-lake-raised-2-5-million-after-election-day/
https://campaignlegal.org/update/trumps-abuse-recount-funds-shows-need-clear-regulations
https://issueone.org/wp-content/uploads/2023/01/Who-Profited-from-Election-Deniers-report.pdf
https://www.abc15.com/news/arizona-election-audit/new-records-show-cyber-ninjas-audit-had-9-million-price-tag
https://www.npr.org/2022/07/05/1109538056/election-deniers-are-spreading-misinformation-nationwide-here-are-4-things-to-kn
https://accountable.us/wp-content/uploads/2023/02/20220110-Election-Denier-Grifter-Research-1.pdf
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Social Media’s Outsized Role in Election Disinformation
Because of profit incentives and competition, the tech industry further relaxed already-inade-
quate standards for content moderation around election disinformation and showed no interest 
in changing algorithmic design to tackle the issue. 

Major social media platforms such as Twitter, Facebook, 
TikTok, and YouTube play an integral role in spreading in-
formation about our democracy. More than 70% of U.S. res-
idents use social media, and half of the adults in the United 
States “often” or “sometimes” get their news from social 
media. Social media has provided platforms for diverse 
voices and viewpoints, allowing users to find information 
from voices they trust. However, while social media has no 
doubt provided access to news and information and pro-
vided a voice and platform for many voices, research shows 
that social media has its darker side: it heightens polarization in this country, fuels white nationalism and racism 
by providing a space to organize and radicalize, and contributes to racialized disinformation and organized hate 
against marginalized groups. The internet affects who is targeted by election disinformation and who has access 
to reliable information online. 

Existing moderation standards on social media networks have gaps that disinformers exploited and continue 
to exploit to profit from false claims. It doesn’t help that negative incentives pressure social media platforms to 

Groups like True the Vote raise their profile and 
fundraise through the organization of events that 

promise evidence of widespread election fraud. 
Kari Lake raised millions of dollars claiming 

widespread disenfranchisement of Republican 
voters in 2022. 

More than 70% of U.S. 
residents use social media, 
and half of the adults in 
the United States “often” or 
“sometimes” get their news 
from social media.

https://www.pewresearch.org/internet/2021/04/07/social-media-use-in-2021/
https://www.pewresearch.org/internet/2021/04/07/social-media-use-in-2021/
https://www.pewresearch.org/journalism/2021/01/12/news-use-across-social-media-platforms-in-2020/
https://www.pewresearch.org/journalism/2021/01/12/news-use-across-social-media-platforms-in-2020/
https://www.pewresearch.org/journalism/2021/01/12/news-use-across-social-media-platforms-in-2020/
https://www.brookings.edu/blog/techtank/2021/09/27/how-tech-platforms-fuel-u-s-political-polarization-and-what-government-can-do-about-it/
https://www.washingtonpost.com/nation/2018/11/30/how-online-hate-speech-is-fueling-real-life-violence/
https://www.pewresearch.org/internet/2021/04/07/social-media-use-in-2021/
https://www.pewresearch.org/internet/2021/04/07/social-media-use-in-2021/
https://www.pewresearch.org/journalism/2021/01/12/news-use-across-social-media-platforms-in-2020/
https://www.pewresearch.org/journalism/2021/01/12/news-use-across-social-media-platforms-in-2020/
https://www.pewresearch.org/journalism/2021/01/12/news-use-across-social-media-platforms-in-2020/
https://www.pewresearch.org/journalism/2021/01/12/news-use-across-social-media-platforms-in-2020/
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decline to take action—after all, vitriolic engagement is still engagement, and it brings clicks and eyeballs to sites 
that are in fierce competition against each other. There’s political, social, and financial pressure not to remove 
bad actors for fear of impacting revenue streams and inciting backlash.

The January 6th Select Committee also found in their unreleased report on social media that “platforms’ lax 
enforcement against violent rhetoric, hate speech and the big lie stemmed from longstanding fear of scrutiny 
from elected officials and government regulators.” This situation persisted past 2020—in Common Cause Edu-
cation Fund’s 2021 report Trending in the Wrong Direction, we found that in many cases, platforms backed down 
on their existing civic integrity policies without saying anything, as opposed to their announcements when they 
instituted the policies. While in the immediate aftermath of the 2020 election, social media platforms acted 
swiftly to react and remove inciting content, within months, these policies were relaxed—and posts that would 
have been actioned were allowed to gain massive engagement once more. The problem was exacerbated in lan-
guages other than English, with ever fewer resources dedicated to, for example, Spanish-language moderation 
and fact-checks.

As shown by Common Cause Education Fund’s 2021 report and our 2021 white paper, moderation at major tech 
platforms has been inadequate at best and backsliding at worst. Civil society groups thought that if we could 
point out places where moderation wasn’t happening, social media companies would engage with us, fix it, and 
learn to prevent gaps in enforcement in the future. But during the 2022 election cycle, recent tech layoffs made 
it difficult for civil society advocates to even know where to reach out—and made it harder for platforms them-
selves to conduct the basic functions of moderation. To account for this, we raised our concerns more publicly.

For the 2022 midterm, given platforms’ backsliding and impenetrable moderation standards, Common Cause 
led 130 public interest organizations to draft and submit a letter to leading social media platforms, advising 
them to monitor and reduce mis- and disinformation through implementing the following: “auditing algorithms 
that look for disinformation, downranking known falsehoods, creating full-time civic integrity teams, ensuring 
policies are applied retroactively—i.e., to content posted before the rule was instituted—moderating live content, 
sharing data with researchers and creating transparency reports on enforcement’s effectiveness.” We know 
what platforms need to do to reduce the spread of disinformation—they just refused, and continue to refuse, to 
make better choices for user safety. 

Threats of Political Violence
The 2022 elections were the first federal election since the January 6th insurrection, and, as 
such, advocates feared a resurgence of political violence and domestic violent extremism—which 
continue to be a threat today. 

Going into 2022, we had reason to be nervous about the potential for political violence. It was unknown how 
vote suppressors and election deniers would react to electoral outcomes, and there were new trends of targeting 
voters and continued targeting of election workers. 

One telling example from 2020: after the Trump campaign took video footage of Fulton County, Georgia, 
election workers Ruby Freeman and Shaye Moss out of context to claim that they were engaged in fraud, the 
two women were targeted by mass harassment and threats. This was egged on not only by Trump’s lawyer 
Rudy Giuliani but also by Trump himself in widely viewed social media posts alleging crimes. Trump even 
mentioned Freeman over a dozen times in his infamous call asking Georgia officials to overturn the election. 
This campaign of harassment led to death threats and visits to the women’s homes, and resulted in Moss and 
Freeman having to flee their residences. Trump even amplified attacks on Freeman after the release of her 
testimony, years later, to the January 6th Select Committee, asking “What will the Great State of Georgia do 
with the Ruby Freeman MESS?”

https://techpolicy.press/read-the-january-6-committee-social-media-report/
https://www.commoncause.org/wp-content/uploads/2021/09/Disinfo_WhitePaperv3.pdf
https://www.vox.com/the-highlight/23329139/latino-voters-misinformation-2022
https://www.vox.com/the-highlight/23329139/latino-voters-misinformation-2022
https://www.commoncause.org/wp-content/uploads/2021/10/CC_AsaMatterofFact_FINAL_10.27.21.pdf
https://www.commoncause.org/wp-content/uploads/2021/09/Disinfo_WhitePaperv3.pdf
https://www.politifact.com/article/2022/aug/01/how-platforms-will-respond-midterm-misinformation-/
https://www.politifact.com/article/2022/aug/01/how-platforms-will-respond-midterm-misinformation-/
 https://www.commoncause.org/wp-content/uploads/2022/05/Coalition-letter-for-2022-mid-terms-1.pdf 
 https://www.commoncause.org/wp-content/uploads/2022/05/Coalition-letter-for-2022-mid-terms-1.pdf 
https://www.politifact.com/article/2022/aug/01/how-platforms-will-respond-midterm-misinformation-/
https://www.politifact.com/article/2022/aug/01/how-platforms-will-respond-midterm-misinformation-/
https://www.reuters.com/investigates/special-report/usa-election-threats-georgia/
https://www.reuters.com/investigates/special-report/usa-election-threats-georgia/
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Voters also feared intimidation at polling locations: A poll 
from fall 2022 showed that “35% of Black Americans be-
lieve violence is likely or very likely at their polling place 
in November.” Reuters reported that 40% of voters were 
concerned about intimidation at the polls. One particu-
lar trend of concern was drop box surveillance, organized 
by election deniers on Truth Social. Election deniers with 
militia ties announced their intent to stand guard at ballot 
drop boxes and ceased action in Maricopa County only in 
response to a court order. 

Ballot drop boxes became a target for vigilante surveillance in 2022. 

Information Gaps and Vulnerable Voters
The potential for vulnerable populations who exist within information voids and news deserts to 
be targeted by disinformation was greater than ever. 

As we entered the 2022 midterms, researchers like those at the Brennan Center for Justice at NYU Law warned 
that information gaps—“when there is high demand for information about a topic, but the supply of accurate 
and reliable information is inadequate to meet that demand”—would present an issue for voters. This was fur-
ther exacerbated by the fact that disinformers were relying on disinformation from 2020 to set a foundation for 
disinformation in 2022. The Brennan Center cited declining voter trust in elections and lack of public outreach 
about changes to voting procedures. 

Heading into the midterms, only 47% of Americans polled had a “great deal” of confidence that 2022 votes would 
be counted properly, and Election Protection advocates had to thread a difficult needle of reassuring voters who 
had been exposed to election disinformation while also encouraging turnout. 

A poll from fall 2022 
showed that “35% of Black 
Americans believe violence 
is likely or very likely at their 
polling place in November.” 

https://www.vice.com/en/article/bvmpma/midterms-violence-rhetoric-politics
https://www.vice.com/en/article/bvmpma/midterms-violence-rhetoric-politics
https://www.reuters.com/world/us/exclusive-two-five-us-voters-worry-about-intimidation-polls-reutersipsos-2022-10-26/
https://www.nbcnews.com/tech/internet/mule-watchers-evolved-truth-social-meme-ballot-drop-box-patrol-rcna54406
https://www.nbcnews.com/tech/internet/mule-watchers-evolved-truth-social-meme-ballot-drop-box-patrol-rcna54406
https://www.azmirror.com/blog/oath-keepers-watched-maricopa-county-drop-boxes-despite-claims-to-the-contrary/
https://www.azmirror.com/blog/oath-keepers-watched-maricopa-county-drop-boxes-despite-claims-to-the-contrary/
https://apnews.com/article/2022-midterm-elections-arizona-phoenix-5353cfd0774727e6dd03bdbf48c12211
https://www.brennancenter.org/our-work/research-reports/information-gaps-and-misinformation-2022-elections
https://www.brennancenter.org/our-work/research-reports/information-gaps-and-misinformation-2022-elections
https://apnews.com/article/2022-midterm-elections-presidential-election-2020-democracy-33823de7f22a601a192fc82eeb88e630


8

Meanwhile, nonincumbent political candidates were adding to the problem. A study last year from NYU’s Center 
for Social Media and Politics found that “politicians in the 2022 election are sharing more links to unreliable news 
sources than they did in 2020, and the increase appears to be driven by nonincumbent Republican candidates.” 
The partisan difference in usage of unreliable sources was staggering: “36 percent of news that Republican can-
didates shared came from unreliable sites, while that was true for only 2 percent of news shared by Democratic 
candidates each day.” 

Another study found that YouTube’s algorithm shows more election-fraud content to accounts already “skeptical” 
of elections, creating a feedback loop of conspiracy content. As the 2022 threat framework from the Election 
Integrity Partnership detailed, social media disinformation was particularly suited for viral spread because of 
factors like the potential for massive engagement. This meant that people in news deserts, people targeted by 
disinformation, and people who rely on social media for news would potentially be more exposed to disinfor-
mation about the election. 

https://csmapnyu.org/assets/publications/2022_08_26_Methods_Supplement__TMC_Candidate_Fake_News.pdf
https://www.washingtonpost.com/politics/2022/08/29/republicans-democrats-misinformation-falsehoods/
https://www.nyu.edu/about/news-publications/news/2022/september/youtube-more-likely-to-direct-election-fraud-videos-to-users-alr.html
https://www.nbcnews.com/tech/misinformation/youtube-pushed-trump-supporters-voter-fraud-videos-study-finds-rcna45708
https://www.eipartnership.net/blog/rumors-capacity-online-virality-factors
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SECTION TWO: COMMON CAUSE EDUCATION FUND’S WORK 
IN 2022

Common Cause Education Fund’s Social Media Monitoring program discovered emerging disin-
formation narratives about elections and voting and pushed real-time intelligence about disin-
formation to the Election Protection community. 

As one of the co-leads of the Election Protection coalition, Common Cause Education Fund took a leadership 
role in developing the strategy to combat election disinformation in 2022. We were uniquely positioned to re-
duce the impact and spread of disinformation through our Stopping Cyber Suppression program and through 
engagement with our national and state partners. Our interventions on social media protected voters and helped 
train grassroots volunteers to defend themselves and their communities from disinformation. 

Identifying, Flagging, and Removing Election Disinformation
Over the 2022 primaries and general November election, 
we recruited and trained 2,202 monitors who in total 
submitted 3,825 items of potential social media disinfor-
mation for review to our team. On Election Day itself, 156 
Common Cause volunteers (plus an additional 44 youth 
volunteers) gathered over 750 items of potential social 
media disinformation. Hundreds of additional volunteer 
monitors, whom we helped train, worked with our state 
and local partners on the ground. We were additionally in-
volved in the Georgia Senate runoff with 33 social media 
monitoring volunteers.

When we receive potential disinformation, we triage it based on importance and impact. For content that might 
violate social media platform policies, we immediately report and request removal of the content. We also review 
content to determine if it is a growing trend or narrative of disinformation, looking at the content gathered by 
our volunteers and by partners. We then create pro-voter talking points and social media posts that push back 
on the disinformation narratives and circulate those to our national and state partners.

Removing disinformation from social media platforms was challenging and is only becoming more so. However, 
we were able to remove over 300 social media posts across Facebook and Twitter in the 2022 election cycle. 
Some of these posts were threatening in nature, not only targeting specific individuals but creating a climate of 
fear around voter participation.

CASE STUDY: Stopping Threatening “Ballot Mule” Disinformation

In early 2022, a film named 2,000 Mules by known disinformation spreader Dinesh D’Souza was released. 
The film was created in collaboration with voter suppression and disinformation group True the Vote and 
falsely alleges mass “ballot trafficking” by so-called ballot mules and makes explicit false claims about 
election and voting procedures. We were on alert that these false claims could become a viral disinfor-
mation narrative on Facebook, Twitter, and other platforms given the high-profile nature of the movie 
production team involved and the continued salience of election conspiracy theories as we headed into the 

We recruited and trained 
2,202 monitors who in 
total submitted 3,825 items 
of potential social media 
disinformation for review to 
our team.

https://www.washingtonpost.com/politics/2022/04/06/ballot-trafficking-is-next-front-unending-fight-over-2020/
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2022 midterms. And given the increase in intimidation 
and threats to elections officials and voter protection 
groups created by election disinformation, we knew 
that this movie would turn up the temperature and 
increase the conditions that lead to threats, intimida-
tion, and political violence.

Common Cause reached out to our contacts at Meta 
(Facebook/Instagram) before the movie was released 
with an early warning, alerted them to the issues that 
this would likely create, and again after the release, 
highlighted to social media companies the viral nature 
of this disinformation narrative and fact-checks from 
PolitiFact and the Associated Press.

Our monitoring program soon identified trending viral 
content on Facebook and Twitter related to this “ballot 
mule” narrative. It was being posted by multiple users 
across multiple social media platforms, either inspired 
by or coordinated with the film. Much of the content 
was threatening in nature—making accusations about 
individuals or groups that they were involved in “ballot 
trafficking” as a “ballot mule”—with no evidence (and 
none has since been presented). 

Our monitoring did identify some “ballot mule” content that was manipulated media—posts that falsely 
invoked law enforcement action targeting an individual involved in elections. We took immediate action, 
contacting Meta and Twitter about posts on their platforms that contained this manipulated media that 
directly targeted an individual—posts that had racked up tens of thousands of likes, comments, and shares 
despite the threat.

While Twitter took action over the next few days to remove these posts and similar posts, it took outside 
pressure with two media stories about this issue until Meta finally responded that this content violated their 
policies. Even after that point, we could find examples live on the platform—and only when we reported 
them were they removed. In total, over 200 pieces of this kind of threatening content were removed from 
Facebook and Twitter.

In the end, our advocacy resulted in Twitter and Facebook both enforcing and updating their policies to 
make this kind of intimidation content prohibited on their platform, a major success that will keep this 
content off the platforms. That said, as our experience shows, we have to remain vigilant and continue to 
monitor to ensure appropriate action is taken.

https://www.propublica.org/article/election-fraud-ballot-mules-facebook-tiktok-memes


11

Inoculating Voters Against Disinformation
We worked as a coalition to promote positive, pro-voter inoculation content about the importance 
of election workers, counting every vote, and other hot-button voting and election issues.

A second key component of our work to combat election dis-
information is to stop disinformation from taking root in the 
first place—to “inoculate” audiences against potential disin-
formation. Numerous studies have shown that when individ-
uals are provided accurate information about a topic from a 
trusted messenger, it reduces the impact of disinformation. 
While this is broadly true across different issue areas, in voting 
and elections, it is especially critical, as voters can miss their 
opportunity to participate if they fall for disinformation or 
choose to “self-suppress” based on false narratives.

Stopping election disinformation is imperative to achieving 
true multiracial democracy with equal participation. Voters 
most at risk from election disinformation are new voters 
and infrequent voters who don’t have as much experience 
navigating our elections system, voters with limited English 
proficiency (as the bulk of voting information is in English), 
and students and other transient populations who are not as 
likely to be engaged by the parties. Often it is voters of color 
(especially those in immigrant communities) and young vot-
ers who don’t have the information needed or experience with voting, which compounds the impact of election 
disinformation. Black and Latinx Americans are three times more likely than white Americans to be told they lack 
correct voting identification, to be unable to locate a polling place, or to miss a registration deadline. And more 
than half of voters under the age of 35 (who are more diverse than voters over 35) do not have the resources or 
knowledge they need to vote by mail and are therefore more susceptible to mis- and disinformation.

Common Cause worked with the Leadership Conference on Civil and Human Rights to create content that 
combines voter information and messaging with “prebunking” to stop disinformation before it takes root in a 
community. These messaging guides and example content were created and distributed to the entire Election 
Protection network.

One key element is localized content for specific states. Similarly, we coordinated the translation of inoculation 
content into the languages of communities that are targeted by disinformation. The state-level organizations 
that are trusted messengers in their communities must have the resources, strategy, and capacity to effectively 
inoculate their communities against disinformation.

Election officials are important sources of trusted information, and the National Association of Secretaries of 
State has a public education campaign designed to lift up and amplify the voices of elections officials. However, 
elections officials are often underfunded, understaffed, and have limitations on the reach of their content. 

Thanks to the support from funders and partners, we invested additional resources in 2022 to update and expand 
our inoculation content that could be communicated by the diversity of trusted nonpartisan sources. In 2020, 
we found that the most shared and spread content used bright, engaging illustrations reflecting democratic 
values while sharing our key messages. We worked with illustrators to create dozens of images specific to the 
disinformation narratives we needed to combat (based on the intelligence we gathered from our monitoring). 

A second key component 
of our work to combat 
election disinformation 
is to stop disinformation 
from taking root in the first 
place.

Stopping election 
disinformation is 
imperative to achieving 
true multiracial democracy 
with equal participation. 

https://economics.mit.edu/sites/default/files/2022-08/wb_manuscript_final.pdf
https://equisresearch.medium.com/moving-the-needle-on-uncertainty-the-role-of-trusted-messengers-in-countering-disinformation-ca2dea7ab1d1
https://equisresearch.medium.com/moving-the-needle-on-uncertainty-the-role-of-trusted-messengers-in-countering-disinformation-ca2dea7ab1d1
https://abcnews.go.com/Technology/disinformation-racialized/story?id=82400863
https://www.prri.org/research/american-democracy-in-crisis-voters-midterms-trump-election-2018/
https://www.theatlantic.com/politics/archive/2018/07/poll-prri-voter-suppression/565355/
https://www.npr.org/2020/07/30/896993401/poll-more-than-half-of-young-people-lack-resources-to-vote-by-mail
https://www.npr.org/2020/07/30/896993401/poll-more-than-half-of-young-people-lack-resources-to-vote-by-mail
https://misinforeview.hks.harvard.edu/article/global-vaccination-badnews/
https://www.nass.org/initiatives/trustedinfo
https://www.protectourelection.com/election-officials-and-social-media
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In 2022, we also put a premium on translating our content into Spanish given the prevalence of disinformation 
in Spanish and the limited resources social media companies put into combating non-English disinformation.

Using trusted messengers to communities is key for suc-
cessful inoculation, and our partner network was critical 
to this effort. To make it easier to share inoculation con-
tent, we created an online searchable database for part-
ner organizations. As disinformation narratives and threats 
changed, we continued to add content to this database as 
the calendar proceeded (moving to post-election inocula-
tion content in the week before the election) and as new 
narratives came up. 

Tracking reach is challenging, but through the use of the 
#OurElections hashtag and the analytics provided by partners, we believe we had millions of views of our content 
on Facebook, Twitter, and TikTok. In fact, our content was mentioned in other posts 15,000 times, engaged with by 
60 million social media users (who clicked or engaged with the content), and viewed a total of 298 million times.

We also found that creating vibrant graphics that celebrated voter participation from all types of voters was 
necessary if partner groups were going to share these graphics and messages.

Our content was mentioned 
in other posts 15,000 times, 
engaged with by 60 million 
social media users (who 
clicked or engaged with the 
content), and viewed a total 
of 298 million times

https://www.washingtonpost.com/outlook/2021/10/28/misinformation-spanish-facebook-social-media/
https://www.washingtonpost.com/outlook/2021/10/28/misinformation-spanish-facebook-social-media/


13

CASE STUDY: Elections Night Is (Still) Not Results Night

In any election, the results reported on election night are unofficial. Currently, no state requires that official 
results be certified on election night itself. States have different rules on how and when to process ballots, 
and often it can take time to count military and overseas ballots, as well as validated provisional ballots. At 
the same time, it is often clear who the winner of an election is on election night, and news organizations 
have often “projected” a winner based on their analysis of unofficial reporting from elections officials and 
projections of where outstanding ballots are coming from.

Many of us have grown accustomed to hearing these projections and “knowing” the winner of the election 
soon after polls close. But as states change their rules on when and how to count ballots (which can delay 
the time it takes to release unofficial results), and as more voters use vote by mail or have an issue at the 
ballot box and need to use a provisional ballot, it shouldn’t be expected to always have these unofficial 
results on election night.

Disinformation purveyors have used this expectation to create false narratives that claim that elections 
are somehow rigged or fraudulent if the unofficial results are not projected on election night or if these 
unofficial results (or media projections) change as counting—and the certification and verification pro-
cess—plays out.

In 2020, a broad coalition of voter protection organizations joined forces to communicate this reality and 
push back on disinformation, highlighting that we should “count every vote” and that “election night isn’t 
results night.” This included grassroots communication through partner groups, traditional and social 
media outreach, media advisories, and much more.

https://www.cisa.gov/rumor-vs-reality
https://www.cisa.gov/rumor-vs-reality
https://www.cisa.gov/rumor-vs-reality
https://time.com/5936036/secret-2020-election-campaign/
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The 2020 election was a unique election environment during the height of public concern around COVID-19. 
Elections officials and state officials expanded vote by mail and other voting options, and as a result, the 
use of vote by mail and other nontraditional methods increased dramatically from previous elections. 
That made the communications push to inoculate against “election night” disinformation more salient in 
2020. By the time the November 2022 elections came up, there was a societal push to “return to normal,” 
rollback vote by mail in states, and the reluctance of the media to run the same story twice about “election 
night isn’t results night.” Yet we knew to expect disinformation attacks in this narrative and needed to 
again mobilize to communicate this inoculation message.

We held nearly a dozen briefings with national media outlets to highlight key disinformation narratives 
to expect. A key part of these briefings was to ensure that journalists with large platforms did not amplify 
disinformation when publishing related stories and that they understood the importance and impact of 
election disinformation.

In addition to leveraging media outreach, we mobilized our coalition to push pro-voter messages that 
defuse disinformation, including the “election night” messages.

Partnerships
As a coalition, we implemented lessons learned from 2020 to build on messaging and make sure 
it reached more audiences and touched on a wider range of subjects than before, keeping in mind 
the populations specifically targeted by disinformation. 

To reach the most vulnerable voters and have the most impactful interventions on election disinformation, a 
large nonpartisan pro-voter coalition is necessary. The Election Protection coalition, led by Common Cause and 
the Lawyers’ Committee for Civil Rights Under Law, is the largest nonpartisan voter protection coalition with 
over 100 national and state partners that has been active for over two decades. While new efforts and coalitions 
are formed in each cycle, Election Protection maintains a presence throughout the “off years” (and in fact, en-
gages in state, local, and special elections every year). This makes for a robust network of organizations with a 
shared history and experience working with each other and produces remarkable results, including field efforts 
in dozens of states (where nonpartisan Election Protection volunteers assist voters at polling places), year-
round engagement with elections officials, a nonpartisan voter protection hotline, and our Election Protection 
Anti-Disinformation Working Group, which Common Cause co-chairs and is the hub of strategy and information 
sharing between organizations. Our work would be significantly hampered if it was necessary—due to funding, 
staffing, or organizational decisions—to start a new election anti-disinformation effort from scratch each year. 

Partnerships: States 

Instead, because of our ongoing engagement with Election Protection and the network of state leaders, we have 
built-in communications pathways into and between states. Backbone organizations like Common Cause can 
drive research, analysis, and strategy—including messages and message framing—maintaining coordination 
with the full coalition of state and national organizations. Leading up to, on, and after Election Day, we regularly 
updated and convened with people in the field doing voter protection work, journalists covering democracy 
issues, and state voter protection organization leaders.

In addition to our inoculation content, Common Cause shared coalition-wide updates on how to counter specific 
disinformation narratives (in coordination with state partners) that we witnessed in real time. Many of these were 
directed to groups working with limited-English persons, like CASA Pennsylvania, APIA Vote Michigan, Voces de la 
Frontera (Wisconsin), and our core national partners, Arab American Institute Foundation, NALEO, and APIA Vote. 

https://apnews.com/article/health-elections-coronavirus-pandemic-election-2020-campaign-2016-f6b627a5576014a55a7252e542e46508
https://apnews.com/article/health-elections-coronavirus-pandemic-election-2020-campaign-2016-f6b627a5576014a55a7252e542e46508
https://www.census.gov/library/stories/2021/04/what-methods-did-people-use-to-vote-in-2020-election.html
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To use one group’s experience, the Arab American Institute Foundation was able to track an emerging disinfor-
mation narrative in Michigan and connect with leaders on the ground in California and Texas when it emerged. 
They noted that “this disinformation effort surprised local groups who were not familiar with this type of disin-
formation and how to counter-message. We were able to quickly gather key local allies and build their confidence 
with counter-messaging and reassurance.” Because of our partnership, they were able to help other states and 
local groups anticipate and work to disarm rapidly spreading narratives. 

Another group, Voces de la Frontera, which is based in Wisconsin and works primarily in Spanish, was “surprised 
by how quickly we were able to detect and report fake content on all social media platforms. In the future this 
will allow us to navigate the web and media in a better way in upcoming elections.” 

We also worked with partner groups to focus on communicating to voters in their communities with accessible 
information, inoculation content, and resources. As one subgrantee, Election Protection Arizona/Arizona De-
mocracy Resource Center reported, “I think it made some of our community members feel like they are being 
heard instead of just being targets in GOTV campaigns.” 

Partnerships: Election Workers

As one of the largest national and state-based grassroots 
organizations advancing democracy and transparency, 
Common Cause Education Fund works on the ground in 
30+ states alongside local and state elections officials and 
administrators. Because we’re in constant communica-
tion with these government actors, we both inform them 
of worrisome trends requiring fixes and pass along their 
information and updates to the public at large. 

Since 2020, there has been a disturbing trend of rising threats and intimidation of election workers. Our anti-dis-
information work removes threatening content and provides inoculation messaging that helps “turn down the 
temperature,” but additional support for elections officials is needed. Our sister 501(c)(4) organization, Common 
Cause, has helped successfully implement strong elections policies and practices across the states—in Colora-
do, for example, Common Cause helped pass the strongest set of reforms in the country—that not only ensure 
greater access for voters but additionally protect voters, and administrators, from disinformation, intimidation, 
and political violence. 

Common Cause Education 
Fund works on the ground in 
30+ states alongside local and 
state elections officials and 
administrators. 

https://www.commoncause.org/resource/the-colorado-voting-experience-a-model-that-encourages-full-participation/
https://www.commoncause.org/resource/the-colorado-voting-experience-a-model-that-encourages-full-participation/
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For the 2022 midterm elections, we intentionally crafted and encouraged the spread of social media and offline 
content that contained positive messaging about election workers. We know that even some conspiracy theorists 
who promulgate false narratives about a “rigged election” believe that their own local elections are secure. In 
other words, when election workers are humanized as people like us and from our community, they are more 
likely (though not always) believed to be working to fairly administer elections. Our content and narrative-building 
work in 2022 helped spread the narrative that elections are run by us, and not by nameless bureaucrats imported 
from somewhere else. 

Our Work with the Media
We helped educate the media on how to accurately and responsibly report on election disinfor-
mation and saw noted changes in how information was conveyed to voters. 

For the 2022 midterms, our team dedicated itself to engaging an even higher number of journalists than in 2020 
to inform them on how to responsibly report disinformation. This is an essential part of the puzzle because, un-
less done appropriately, writing about disinformation can exacerbate, rather than ameliorate, the problem. As 
such, last summer and fall, we held individual briefings for key reporters from ProPublica, the New York Times, 
the Washington Post, NPR, the Associated Press, Reuters, Bloomberg, and other outlets to provide them with 
background on our work to combat disinformation. A key part of these briefings was to ensure that these journal-
ists—with large platforms—did not amplify disinformation when publishing stories we brought to their attention. 

More tactically, we informed journalists of disinformation posts lingering on platforms to force action from social 
media platforms through highly publicized media pressure. In June, for example, we got posts targeting a specific 
individual for unproven ballot fraud successfully removed. And by placing stories in Bloomberg and ProPublica 
about a proliferation of posts targeting election workers, we successfully pressured platforms to both remove 
the posts and implement new rules. 

In 2022, we saw a significant amount of “inoculation” stories from the media—particularly about certification 
and the voting process. We helped mobilize the Election Protection community to ensure that we were speaking 
with one voice on inoculation messaging. We didn’t want people to forget that results would take time in 2022 
as well, so we highlighted the importance for the media to set expectations for election timelines. Inoculation 
stories from the media included positive stories about democracy in action, such as our nonpartisan voter pro-
tection work and the volunteers who make it happen. 

Our emphasis on inoculation work in non-English languages also made an impact. In addition to creating content, 
providing strategy, and sharing resources with our nonprofit partners, as detailed earlier, our ongoing partnership 
with PolitiFact created 32 articles in Spanish on election issues, published in three major Spanish-language 
outlets. This filled the information gap about the election process in Spanish, prevented disinformation from 
taking root in limited-English-proficiency communities, and provided our Spanish-language partners with key 
resources to rebut or inoculate against Spanish-language disinformation.

https://www.commoncause.org/democracy-wire/memo-to-the-media-how-to-get-the-story-without-amplifying-disinformation/
https://www.bloomberg.com/news/articles/2022-06-23/meta-pulls-support-for-tool-used-to-keep-misinformation-in-check
https://www.bloomberg.com/news/articles/2022-06-23/meta-pulls-support-for-tool-used-to-keep-misinformation-in-check
https://www.propublica.org/article/election-fraud-ballot-mules-facebook-tiktok-memes
https://www.propublica.org/article/election-fraud-ballot-mules-facebook-tiktok-memes
https://apnews.com/article/donald-trump-local-elections-michigan-elections-36d033a3db637c380e054e867f667d11
https://www.npr.org/2022/09/27/1125179062/voting-explainer-in-many-states-theres-a-process-to-fix-an-error-with-your-ballo
https://apnews.com/article/2022-midterm-elections-voting-rights-technology-business-social-media-f5ba340c7a98f6f058fb3afac74a26bb


17

SECTION THREE: LOOKING AHEAD

The year 2024 will present new challenges. As such, we’ll both continue the work we’ve honed over the last few 
cycles and move into new territory too. 

Many Candidates Continue to Endorse Election Denial
Election disinformation is now essentially obligatory for nearly all Republican primary candidates 
and opportunists seeking financial benefit. 

The same polling that demonstrates increased trust in elections still shows the continued impact of disinfor-
mation. Voters have more confidence in their local elections than in national elections, and 51% of Republicans 
“say they think people submit too many ballots in drop boxes either very or somewhat often.” This illustrates 
how even though the gap in trust is decreasing since 2020, election disinformation myths and perceptions of 
widespread fraud still persist. 

Still, “one third of the [Republican] party’s 85 candidates for governor, secretary of state and attorney gener-
al”—officials who would be responsible for election oversight—“embrac[ed] Trump’s efforts to overturn his 2020 
loss.” Half of them, incumbents in particular, secured seats in 2022. And 220 election skeptics who “cast doubt 
on the 2020 election,” three dozen of whom denied the 2020 results outright, won seats in the U.S. House of 
Representatives. Despite their positions in power, election deniers still can’t provide the evidence they claim 
they have. In one telling example, Arizona State Senator Wendy Rogers claimed that she couldn’t give evidence 
to agents because “she was waiting to see the ‘perp walk’ of those who committed fraud during the election.” 
Rogers was able to give further oxygen to conspiracies with this remark while also refusing to elaborate further. 

The University of California San Diego’s Yankelovich Center finds that there’s a partisan gap in trust in elections: 
“Democrats are more than twice as likely as Republicans (85% versus 39%) to view the results of this [2022] 
November’s election as accurate, while Republicans are more than five times as likely (43% versus 8%) to suspect 
significant fraud.” There’s some hope, though: Bright Line Watch finds that “public confidence that votes were 
counted accurately at the local, state, and national levels increased after the election and beliefs in voter and 
election fraud decreased. The changes were generally largest among Republicans.” Additionally, a Monmouth 
poll finds that 55% of Republicans surveyed claim that Biden’s 2020 win was illegitimate (down from 69% in 
their last poll). Finally, the Carnegie Endowment for International Peace has a new report detailing why political 
violence didn’t materialize in the wake of the 2022 election: Trump may be unique at mobilizing supporters for 
it, among other reasons.

Despite these encouraging trends, election disinformation will remain an issue as long as it is lucrative, popular, 
and profitable for disinformers to promote it. 

Tech Platforms Are Backing Down on Civic Integrity
It will be more difficult to rely on tech platforms to act responsibly and enforce their policies.

In dealing with platforms for the 2022 election, we experienced inconsistent applications of policy, conflicting 
information on violative content, and instances where we were simply ignored. This is all in accordance with a 
general trend: tech platforms are cutting down on staff dedicated to misinformation. For example, there is just 
one person left to handle misinformation policy at YouTube, and YouTube recently announced that they will no 
longer enforce civic integrity policies around 2020 election disinformation. Other platforms have similarly re-
duced their policy staff. As people continue to seek news from social media, the problem of disinformation will 
persist and intensify—and dwindling staff will be on hand at major platforms to deal with it. 

https://www.pewresearch.org/politics/2022/12/01/public-has-modest-expectations-for-washingtons-return-to-divided-government/
https://electioninnovation.org/research/dec-2022-election-integrity-survey/
https://apnews.com/article/2022-midterm-elections-donald-trump-race-and-ethnicity-e825e069640f1c89063210c39cd92ae4
https://apnews.com/article/2022-midterm-elections-donald-trump-race-and-ethnicity-e825e069640f1c89063210c39cd92ae4
https://www.nytimes.com/interactive/2022/11/09/us/politics/election-misinformation-midterms-results.html
https://www.azcentral.com/story/news/politics/elections/2023/02/24/finchem-borrelli-rogers-pushed-election-fraud-claims-without-proof-report-says/69936516007/
https://www.azcentral.com/story/news/politics/elections/2023/02/24/finchem-borrelli-rogers-pushed-election-fraud-claims-without-proof-report-says/69936516007/
https://today.ucsd.edu/story/yankelovich-center-survey-trust-in-us-elections-2022
https://brightlinewatch.org/american-democracy-and-the-2022-midterm-elections/
https://brightlinewatch.org/american-democracy-and-the-2022-midterm-elections/
https://ceipfiles.s3.amazonaws.com/pdf/Political+Violence+the+2022+Midterm+Elections.pdf?v=2
https://apnews.com/article/voting-rights-elon-musk-twitter-inc-technology-dd4273dbda5b15343753f56c1f43a659
https://www.nytimes.com/2023/02/14/technology/disinformation-moderation-social-media.html
https://blog.youtube/inside-youtube/us-election-misinformation-update-2023/
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One example of inconsistent application of policy is how 
major platforms have treated the restoration of Donald 
Trump’s accounts. Major platforms like YouTube, Meta, and 
Twitter deciding to restore Donald Trump’s accounts shows 
that either they don’t understand that the threat of incite-
ment isn’t over, or they’ve chosen potential profit over peo-
ple. Meta claims that there are new guardrails to prevent 
Trump from inciting further violence, such as “heightened 
penalties” for future violations.

They also say that the risk has “sufficiently receded.” It’s 
worth noting in response to that claim that we are still ex-
periencing Trump-incited political violence, whether it’s an election denial shooting in New Mexico or an attempt 
to assassinate the Speaker of the U.S. House. It also appears that Trump is amplifying more and more extremist 
content on his social media site (while his accounts were restored, he is rarely posting on Meta and has not yet 
posted on Twitter)—Accountable Tech found more than 350 posts that would violate Facebook’s standards. 

Meta says that “in the event that Mr. Trump posts further violating content [on Facebook or Instagram], the con-
tent will be removed and he will be suspended for between one month and two years.” If he posts content that 
isn’t violating, like “content that delegitimizes an upcoming election or is related to QAnon,” the spread of the 
post will be limited. Trump has amplified QAnon accounts more than 400 times on Truth Social, and the election 
denial movement as a whole is getting closer to QAnon. It’s concerning that delegitimizing the 2020 election or 
posting QAnon content isn’t considered violative, given the very real potential for violence. 

If the hands-off approach to Donald Trump’s accounts is any indication, the Election Protection community will 
have new challenges to face due to social media platforms’ inaction. 

The Remaining Threat of Political Violence 
There is remaining potential for political violence to flare up in the wake of indictments of a pres-
idential candidate and a primary focused on rehashing lies about 2020.

Violent rhetoric online is still motivating political violence offline: Paul Pelosi’s assailant, David DePape, made 
claims of a stolen election to police after being arrested for his October 2022 assault on the former Speaker’s 
husband. Further review of his online activity shows that he was steeped in conspiracy theories. 

Election denial and conspiracy theories were also key motivators in the shootings of Democratic officials and 
elected lawmakers’ houses in New Mexico last year. Losing New Mexico House GOP candidate Solomon Pena 
orchestrated, and even participated in, shootings at the homes of elected officials he believed rigged his, and 
other, elections. Pena’s campaign website, which is still live, contains alarming rhetoric about the 2020 election, 
including the claim that the “offenders are not criminal defendants, they are enemy combatants.” Pena was also 
inspired, as Talking Points Memo notes, by the work of election deniers like David Clements. Texts from his phone 
included messages about certification and claims that “they sold us out to the highest bidder,” as well as the 
addresses of the officials targeted. Per the information of a confidential informant, Pena intended the shootings 
to cause harm and even participated in one himself. 

The presidential primaries will begin soon, and one major candidate is facing several potential indictments. In 
response, Trump has called for his supporters to instigate violence on his behalf as indictments loom. Recent 
posts by Trump on his social media network, Truth Social, claim that “the Democrats used Covid inspired Mail 
In Ballots to CHEAT.… Now they are using PROSECUTORS to CHEAT,” and “the Democrats are using Prosecutors 

In dealing with platforms 
for the 2022 election, we 
experienced inconsistent 
applications of policy, 
conflicting information 
on violative content, and 
instances where we were 
simply ignored.

https://about.fb.com/news/2023/01/trump-facebook-instagram-account-suspension/
https://www.washingtonpost.com/politics/2023/01/23/solomon-pena-new-mexico-election-denialism/
https://www.businessinsider.com/pelosi-attack-suspect-tells-police-motivated-by-right-wing-views-2023-1
https://www.nytimes.com/2023/01/28/us/politics/trump-social-media-extremism.html
https://www.nytimes.com/2023/01/28/us/politics/trump-social-media-extremism.html
https://accountabletech.org/wp-content/uploads/The-Ongoing-Insurrection.pdf
https://twitter.com/AlKapDC/status/1614377076307496962
https://www.mediamatters.org/qanon-conspiracy-theory/election-denial-movement-and-trump-have-become-increasingly-intertwined
https://www.mediamatters.org/qanon-conspiracy-theory/election-denial-movement-and-trump-have-become-increasingly-intertwined
https://www.cnn.com/2023/01/25/media/trump-meta-reliable-sources/index.html
https://www.businessinsider.com/pelosi-attack-suspect-tells-police-motivated-by-right-wing-views-2023-1
https://talkingpointsmemo.com/news/conspiracy-spiral-alleged-shooting-mastermind-emerges-as-central-figure-in-new-false-flag-theories
https://www.nytimes.com/2023/01/20/us/solomon-pena-new-mexico-shootings.html?unlocked_article_code=AAAAAAAAAAAAAAAACEIPuonUktbfqIhkSVUZAybIRp88qRmBgP_JhaQxgHa7KiWKDDNP3-UeBM2b-0DKeatlaMB13yieQJUJFo4Tc8FI770VOV1xGU7vq4GYmZ8BLmJlotnpVWlrg9eXAukytGLhMTj8ebYhlfizsknWaGe9CqzY1CYxNU0y98seAFKh23QNxarAGvckmYUtmKd8We0pAGsIdyKIvPP3Ch1hO93gbh3U6gQ-WO0xSiiE1JfHqOpGKFMOfAqAGHBv4m886sdeO8cVOcv8Kx0jfcn-hdYBGyaqzBXzNglwckgSvbF-RW4&smid=nytcore-ios-share&referringSource=articleShare
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for purposes of Election Interference. It is their new way of CHEATING on Elections!” In this way, Trump is trying 
to connect his claims of a rigged election in 2020 to his new troubles—and trying to incite the same response 
from his supporters. 

There were also attempts by Trump to incite violence against Manhattan District Attorney Alvin Bragg—culmi-
nating in Bragg receiving a suspicious envelope with white powder. Trump’s rhetoric aimed at Bragg contained 
claims of Soros ties and featured thinly veiled racist remarks. This type of inciting language will likely continue 
to be used and amplified by partisan disinformers as the election grows closer and has the potential to inspire 
further political violence.

Election Disinformation Fuels Voter Suppression 
More legislative norms are being eaten away by lawmakers seeking to cultivate support from a 
base steeped in conspiracy theories—and introducing legislation premised on lies about elections.

It’s easier for elected officials to pass restrictive voting laws under the guise of election integrity if voters believe in 
any number of unfounded conspiracy theories keeping the idea of widespread partisan voter fraud at the forefront. 

Election disinformation is thus the “tail that wags the 
dog” as states pass laws restricting voter access. Some 
politicians even fund specifically designed law enforce-
ment units to find “voter fraud,” creating a vicious cycle of 
headlines about arrests for election crimes—despite the 
fact that most individuals prosecuted were in fact given 
wrong information by state employees. The goal of these 
voter intimidation squads is to depress the vote, especially 
in communities of color. And the idea is catching on, in states ranging from Virginia to Arkansas, which have pro-
posed similar units. The Florida Secretary of State has even proposed an increase in size for its “election crimes 
unit” from 15 employees to 27, with a corresponding budget increase to $3.15 million.

Other states continue to introduce new legislation to restrict access to mail voting and access to drop boxes. 
Voting Rights Lab counts hundreds of bills introduced so far this year that reduce access to the vote and crimi-
nalize actions of election administrators. The Brennan Center for Justice has counted 150 restrictive voting bills 
introduced this year, ranging from bills that restrict vote by mail to bills that criminalize errors from election 
officials. Election conspiracies continue to provide the foundation for further voter restrictions, and even many 
new decisions made about election administration can be based on the myth of widespread fraud. For example, 
the majority of the Shasta County, California, Board of Supervisors voted to end their contract with Dominion 
Voting Systems over fraud claims and disinformation about voting machines: “Just because we’re all sitting up 
here and elected does not mean we had free and fair elections every single time,” said one supervisor. 

Election-denier politicians are already starting to do what they did in 2020: coordinate to introduce vote-sup-
pressive and anti-administrative legislation across the states. To do so, they’re resurfacing old rhetoric about 
voter fraud and election rigging to push photo ID laws, cut reforms that facilitate voting, and criminalize elec-
tions officials’ work. Look no further than one proposed bill in Kansas where drop box access would be highly 
restricted—for fear of “mules.” Not only would drop boxes be limited in this proposed bill but also video cameras 
would record the faces of voters dropping off ballots. 

Lawmakers in Kansas cited the debunked documentary 2,000 Mules as motivation for the bill: “I think part of 
the concern that’s kind of driven bills like this has been partly the whole notion of what are called mules, as far as 
that somehow somebody’s going to stuff a ballot box akin to, you know, there was a documentary called ‘2,000 
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Mules’ that came out a year ago.” And in Nebraska, a legislator who introduced a voter suppression bill didn’t 
endorse a belief in widespread fraud, but said “the perception is—there is. … And perception is reality.” Election 
disinformation, even when acknowledged by its proponents as false, is used to fuel legislative voter suppression 
under the guise of protecting elections. 

Attacks on the Voting Process 
Any institution, tool, or practice, even ones with bipartisan support and buy-in, can become a 
successful target of disinformation.

Not only are new restrictions proposed almost daily across the country, but existing rules and procedures are 
newly challenged. In Kansas, a grace period allowing mail-in ballot return of up to three days after an election 
came under fire, even as state legislators fighting it conceded that widespread fraud isn’t real: “I mean, people do 
question the fraud all the time. Is there fraud? I think actually we’re a fairly good state. But we can always make 
things better.” Even when lawmakers acknowledge that there’s nothing to the conspiracies they base bad bills on, 
they still cite the perceptions of election insecurity—that they themselves created—as a reason to advance them. 

This isn’t solely limited to legislation, either. Election deniers and disinformers are able to take any voting process 
out of context and portray it as something nefarious to their audiences, and the limit is the disinformers’ own 
creativity. Parts of the process as mundane as what type of pen is used at the polls, how signatures are checked, 
how ballot tabulators work, and even how long it takes to announce results can and have been targeted for dis-
information—and used to erode confidence in our election systems. 

Legislative Recommendations:
New legislation points a way forward for grappling with both emerging and existing threats to 
voters. 

As mentioned in Common Cause’s 2021 report on election disinformation, there are a number of federal and 
state laws that already exist to help protect the freedom to vote without intimidation. There are also several leg-
islative proposals that would further aid in the fight against election denialism and help protect voters through 
their focus on protecting election workers, tackling disinformation in political advertising, and fighting deceptive 
practices. While no bill will solve every issue we face, there are several bills that will protect access to the vote.

In addition to the bill recently introduced by Senator Amy Klobuchar and Representative Yvette Clarke, which 
would regulate AI-generated content in political advertising, the Freedom to Vote Act, recently reintroduced, 
provides a number of solutions for problems of voter intimidation and access. Not only does it increase access to 
the vote by promoting online registration and allowing for same-day registration, but it also establishes further 
protections for disabled voters and election workers. The Freedom to Vote Act also includes provisions against 
deceptive practices, such as prohibiting false statements about federal elections 60 days before an election that 
would prevent someone from exercising their right to vote. 
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CONCLUSION

Through Common Cause’s years of experience tracking, analyzing, and disrupting election disinformation, we’ve 
learned how it is made, how it is spread, and how to combat it. Disinformers operate by taking advantage of pre-
existing narratives and using social media to amplify them, seeking out audiences who may be more susceptible 
to disinformation about voting and elections or unable to identify the correct information on the subject. 

At Common Cause, we see protecting our democracy, ensuring that voters can vote without barriers to the bal-
lot box, and fighting back against all types of voter suppression as central to our work. That’s why our Election 
Protection efforts take place 365 days a year, not just in the weeks surrounding Election Day. As the threats to 
voter participation have grown, we have expanded our work to include the new frontier of voter suppression—
disinformation, political violence, and election sabotage. 

Understanding major disinformation narratives as they arise allows us to better prepare for and respond to at-
tacks on the right to vote. We will no doubt see more acts of political violence, threats, and intimidation fueled by 
election disinformation in 2023 and 2024. We will publish a memo later this year that outlines the disinformation 
narratives we anticipate in 2024 and how we intend to combat them. 

As these threats to democracy are linked, so is our response. The recommendations made here, if implemented, 
would have an appreciable impact on the threat of election denialism and disinformation. 
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